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Abstract. In the modern world, digital technologies play a key role in the field of
education, in particular through the widespread use of Learning Management Systems
(LMS). Odessa National Maritime University (ONMU) actively uses the LMS Moodle
platform to organize distance learning. However, the growth of cyber threats, such as
phishing attacks, ransomware and data leaks, emphasizes the need to strengthen the
cybersecurity of such systems. This article considers the approach to organizing the
cybersecurity of LMS Moodle at ONMU, based on the analysis of the current state of
protection, vulnerability identification and development of a targeted cybersecurity

profile.
Keywords: Cybersecurity, current profile, target profile, LMS, Moodle.

AKTyanbHicTh mpodieMu. 3poCTaHHs KUTBKOCTI KibepaTak Ha OCBITHI YCTaHOBU
3YMOBIIIOE MOTPEOy B KOMIUIEKCHUX 3aX0Nax 3aXHCTy. 3a JaHUMH JOCIIIKEHb, OCBITHIN
CEKTOp € OIHIEI0 3 HAlypa3JIMBIIKX I[iJIeH Yepe3 BeUKI 00CATH KOH(IACHIIIHHUX JTaHUX
(mepconanbHa iH(OpMaIis CTyIEHTIB, BHKIaJaviB, (iHAHCOBI JaHi) Ta 4YacTo HeEIo-
CTaTHIH piBeHb 3axucTy. ¥ koHTekcTi OHMY, LMS Moodle, six Bimkputa miaTdopma,
3a0e31euye THYYKICTh Y HaJNAIITYBaHHI, ajie TAKOK Ma€ BPa3JIMBOCTI, TaKi K MIKCaWTOBI
cuenapii (XSS), SQL-in’exuii Ta Bimmanene BukoHaHHs komy (RCE). Lle Bumarae
CHUCTEMHOTO MiAXO0AY J0 KibepOe3mekw, 1o BiANOoBi1ae MbKHAPOAHUM CTaHAAPTaM, TAaKUM
sk NIST Cybersecurity Framework ta ISO 27001. [1; 2]

Mera crarri. Po3poOuTu cucTeMHME MigXig 10 MiABUINCHHS KiOepOe3neku
CHCTEMH yIpaBIiHHS aucTaHiiiHMM HapuaHHsM (LMS) Moodle B Omnecbromy
HaIlOHATbHOMY MOpchKoMy yHiBepcuteTi (OHMY) nusixom:

1. AHalizy MOTOYHOTO CTaHy 3aXUCTY MIaT(GopMH 3 BUKOPUCTAHHSIM METONOIOTT
NIST Cybersecurity Framework.

2. Inentudikamii KiIrO4OBHX BpazmuBOCTeH (BiacyTHicTh 2FA, oOMexeHMit
MOHITOPHHT, 3aCTapiJli OMITHKHA OE3MEKH ).

3. Po3poOku 1i1b0BOro mpod i KidepOe3nek: 3 KOHKPETHUMH TEXHIYHUMH Ta
opraHizamiiiHuMu 3axomamMu (BnpoBajpkeHHs: SIEM-cucTeM, OHOBIIGHHSI TIpOIEAYp
PE3EpPBHOTO KOMIIOBAaHHS1, HABYAHHS TIEPCOHAITY).

4. JlemoHcTpalii MpakTUYHOI IIHHOCTI 3alpONOHOBAHUX PIillleHb JJIS 3aXUCTY
KOH(DIIEHIIIMHUX JaHMX, BIAMOBIAHOCTI MbkHapoauuM cranmapram (ISO 27001) Ta
MOKpAIlEHHS PeryTallil yHIBEPCUTETY.

5. ®opMmyBaHHs YHIBEpCaabHOI MOJENI, sika MO)Ke OyTH aJanToBaHa IHIIMMHU
3BO, mo BukopucToBytoth LMS Moodle. [3]

Hayxoea HoBu3Ha. Interpaitis meronosorii NIST CSF y koHTekCT crierupiaHux
BHUMOT' YKpaiHCBhKOI OCBITHBOI IH(QPACTPYKTYpH 3 aKIICHTOM Ha MPaKTHYHY peatizallilo B
yMOBax 0OMEXEHUX PeCypciB.

OcnoBunii Teker crarri. Merononoriss NIST Cybersecurity Framework
(NIST CSF), po3pobnena HarionansHuM THCTUTYTOM craHaaptiB i texnomorid CIIA
(NIST), namae cucTeMHUHE MiAXiM 10 YIpaBIiHHS pU3UKaMu KibepOesneku. Meronomoris
NIST CSF noGynoBana Ha I1°SITH OCHOBHUX (DYHKITISIX:
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1. Identify (Inentudikarmis):
- IuBenTapu3anis [T-akTHBIB: cHCTeM, JaHUX, KOPUCTYBAUiB.
- OmiHKa pHU3WKIB y PI3HUX MiApo3aiaax (aaMiHICTPaTHBHI, MOCITITHHIIBKI,
HaBYaJIbHI).
- BuzHaueHHsI KPUTHYHUX PECYpCiB, HANPUKIAA: CHCTEM YIPABIIHHS CTy-
nentami (SIS), enekrponHi ruiatdpopmu Hapuanus (LMS).

2. Protect (3axucr):

- BrnpoBapkeHHsST KOHTPOJIB JoCTyIy: OararodakTopHa aBTEHTHDIKAIS st
BHKJIAJIa4iB 1 CTY/ICHTIB.

- HludpysanHs nannx, 30kpeMa Ha MOOUTLHUX MIPUCTPOSX 1 TIPH Tepeiadi.

- Pozpobka momituk 6e3nedHoro kopructyBaHHs Mepexamu (Bring Your Own
Device, Wi-Fi).

3. Detect (Busasnenns):

- BcranopnenHs cucreM BusiBieHHs BToprHeHb (IDS/IPS).

- MoHITOpHHT Mi03pisioi aKTHBHOCTI (aHATITHKA TIOBEIIHKH).

- Inrerparis 3 Security Information and Event Management (SIEM).

4. Respond (Pearysanmsi)

- Ilnan pearyBanns Ha iHmmaeHtH (IRP): witko ommcani poini, BiAmoBinatb-
HICTb.

- CroBillleHHS! KOPUCTYBA4iB i OpraHiB BN Y BUNAAKy BUTOKY JTaHHX.

- AHaJi3 IHIMJCHTIB IS 3armo0iraHHs MOBTOPEHHS.

5. Recover (BigHOBICHH)

- Ilnanu BigHOBNeHH micis arak (DRP), pezepBHe KomitoBaHHSI.

- KomyHikariis 31 CTyIeHTaMH Ta IEPCOHATIOM.

- besnepepBHE BIOCKOHAJICHHS MPOLIECIB OC3MEKH.

NIST CSF € edexkTuBHAM iHCTPYMEHTOM ISl CTPYKTYpHU3AIlil MiIX0miB 10 Kibep-
6esmeku y cepi BuIIOl ocBith. Moro 3acTocyBaHHs 103BONSE YCTAHOBAM OyTH GilbII
CTIMKMMH 10 KiOep3arpos, BIANOBIAaTH BUMOraM HOPMATHBHUX akTiB 1 MIATPUMYBaTH
HaJiiHe CepeOBHUIIE IS HABYAHHS Ta JTOCIIDKEHb. [1]

Mertononoris NIST CSF crana ocHOBOIO JUIsi CTBOPSHHS 1 BIPOBaKEHHS MeTo-
JUYHUAX PEKOMEHMAIIH I[0A0 IMiJBUIICHHS PIBHSA KiOEpP3axucTy KPUTHYHOI iH(OpMa-
HiiiHOT iH(pacTpyKTypH, 3aTBep/yKeHi Haka3zoM Anminictpamnii [lepikcnenss’si3Ky Binx
06.10.2021 Ne 601, sixi MOXKHa Ha3BaTH HAIIOHAJIHHOK AJaNTaIi€l0 MDKHAPOIHUX CTaH-
naptiB. [4]. Okpim metononorii NIST CSF B Meroguunux pexoMmeHpaamisx Oyiad Bpa-
XOBaHI BUMOru MikHapoaHoro cranmapry ISO/IEC 27001:2022. Information Security
Management System — International Standard., axuii 3aCTOCOBYETBCS JUIS CTBOPEHHS,
BIIPOBA/DKCHHS, MIATPUMKH Ta IMOCTIMHOTO BIOCKOHAJCHHS CHCTEMH YIIPaBIIHHS
iHpopmMariitHoro O0e3nekoro (ISMS — Information Security Management System).

Bunanuii cniibHo MizkHapoaHoto opraHizauiero 3i cranpaprusauii (ISO) Ta
MixkHapoaHow enexktTporexHiunorw komiciero (IEC), BiH € OCHOBOIO ISl YIIPaBIIIHHS
pu3uKamu iHpopMaliitHol Oe3neku B OyIb-AKii opraHizallii — Bij Jep>KaBHUX YCTaHOB JIO
MPHUBATHUX KOMITaHiH, OaHKIB, yHiBepcUTeTiB Toino. OCHOBOK Ui OpraHi3allii cucTeMu
OLIIHIOBaHHS Ta PO3BUTKY KiOepOesrekn B METOOMYHUX PEKOMEHMIAIlSX, € MOICIb 3
ISITH (YHKIIIOHATIBHUX KIaciB (Kareropii), mo rpyHTyersest Ha crpykrypi NIST CSF.
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Koken i3 mux 5 ocHOBHHX KiaciB ((yHKIIiH) MICTUTh MifKaTeropii — KOHKpPETH30BaHi
HANPSAMKH JisUTbHOCTI a0o0 odikyBaHi pesynbrarn. Came Imimkareropii JeranizyroTs, 10
came notpibHO 3pobuTH, mOO 3a0e3neunTH KOXHY (QyHKI0. [1i10ip peneBaHTHUX IS
3aKIiaJly OCBITH Kareropiii KOKHOTO Kiacy CTa€ OCHOBOIO JUIsl CTBOPEHHS IMOTOYHOTO 1
HUTBOBOTO Tpodinieil Kibep3axucrty, siki BioOpa)karoTh, BIANOBITHO, pealbHUNA CTaH
CIpaB Ha MOMEHT OILIIHKH 1 Oa)kaHUl CTaH, IKUH Mae OyTH JOCATHYTO.

Janwuii migxin Oy/no 3acTOCOBaHO JJIs aHai3y crany kidepOesneku LMS Moodle
B OHMY. [lani BimoOpakeHO pe3y/IbTaTH aHai3y.

Ananiz cepegopuma Moodle B OHMY. byno ineHtudikoBaHO OCHOBHI
iH(OpMaIliifHi aKTHBH, BCTAHOBJICHO X KPUTUYHICTH Ta 3IHCHEHO aHaIIi3 PU3UKIB. [5].

Tabnuys 1

Kpumuuno eascauei gpynxyii LMS Moodle 6 OHMY

Ne AKTHB

Kputnunicts

Pmzukn

BesnepeOitinuii
JIOCTYTI
JI0 KypCiB

[linTpumka
HAaBYAJILHOIO
IpoIIeCy

1. Brpara abo crioTBOpeHHsI JJOCTYITy

1o HapuaHHs (DoS-araku, OoKyBaHHS);
2. HeMoxJHBiCTh TPOBEACHHS ICIHUTIB,
3aJIiKiB, OLIHIOBAHHS , 3pUB OCBITHBOT'O
nporiecy;

3. [Nanika cepex CTYJACHTIB, MAaCOBI CKaprH,
BIJITIK KOHTHHTCHTY;

4. TligMiHa KOHTEHTY, BCTaBKa IIKIIJTHBUX
nocuiianb abo Je3ingopmarii;

5. IlopyuieHHs: BHYTPIIIHIX HOPMATUBHUX
nmokymeHTiB 3BO.

3axuct
TIEPCOHATBHUX
IAHUX

KoH¢ineHmiHICTD 1
BIIIOBIIHICTE

1. [Mopymuenns 3akoHomaBcTBa (mrpadwu,
poscninyBanns HA3K, CBY,
Jeprxcmen3B’sa3Ky);

2. Penyramiiini BTpaTH, magiHH JOBipH 3
00Ky a0ITypi€EHTIB Ta TAPTHEPIB;

3. MacoBe m1axpaicTBO Ha OCHOBI
Bukpagenux [1/1 (ohopmieHHs KpeauTiB,
JIOCTYTI JIO 1HIIIUX CEPBICIB).

LimicHicTh
OCBITHIX
MarepiaiB

JocToBipHicTh
HaBYAJILHOTO
KOHTEHTY

1. IMopymeHHs aBTOPCHKOT'O IpaBa, CyI0Bi
ITO30BH BiJ] BUKJIa1adiB;

2. Brparu n1oBipu 10 SKOCTI HaBYaHHS
(HexopekTHI a00 cdanbcrudikoBaHi TECTH);
3. Penyrauiiini Haciku B pasi
BUTOKY/MaHIIyJsIIiN 31 3MicTOM (0COOIHBO
B MDXKHAPOIHHUX MaPTHEPCHKHUX
Iporpamax).
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AHani3 nmorounoro crany kidoepoesnexku LMS OHMY. [Ilorounwii npodins
kibep3axucty LMS OHMY BucTynae KIOYOBHM 3aCO00M JUIsS aHATi3y BIPOBAKCHUX
3axofiB iH(opmamiiiHoi Oe3mekn y cuctemi Moodle, sika 3abe3nedye (yHKIIOHYBaHHS
OCBITHBOrO Tmpoiiecy. lleit mokymeHT (ikcye (akTMuHuil cTaH peasizallii 3aXMCHUX
3aXOfliB, PIBEHb 1X BIAMOBIAHOCTI YAUHHUM HOPMATHMBHMM BHMOTaM, a TaKO)X BHU3HAYA€
MOTOYHY 3J]aTHICTh TUIAT(GOPMH IIPOTUCTOATH Kibep3arpo3am.

[podins mae Ha meri:

- BuzHaueHHs piBHS IMITJIEeMEHTAIlil MEXaHI3MIB KiOep3axucry;

- BusiBieHHS HasSBHUX HEIONIKIB Y CHCTEMI OC3IeKH;

- dopmyBaHHS MIATPYHTS TSI CTBOPEHHS IITLOBOTO MPOMLITIO Kibep3axucTy.

OOnacth OXOIUIEHHS BKJIFOYA€E BCI
mwiaropmu Moodle, 30kpema:

KOMIIOHCHTH

iH(opMmariiHol

0e3rexu

- 3abe3mneueHHs KOHDIACHIIHHOCTI IEPCOHANBHUX JTaHUX 3700yBavYiB OCBITH U

BHKJIa1aviB;

- TapanTyBaHHS MMOCTIHHOTO TOCTYITY IO OCBITHIX MaTepiais;

- 30epexeHHs IUTICHOCT] JAHUX Ta BEJACHHS CUCTEMHUX YKYPHAITIB.

Tabnuys 2
Tomounuii npoghine xibepzaxucmy LMS OHMY
Kaac 3axoniB | Karteropis Onuc 3axony Cratyc IIpumiTka
Inentudikamis | Ynopaeninas | [neHtudikoBaHOo PeanizoBano | ITorpebye perynspHoro
pusukiB (ID) AKTUBAMHU ¢iznune obnan- OHOBJICHHSI IHBEHTapU3a-
(ID.AM) HaHHS Ta CUCTEMH LIAHUX JaHUX
LMS
VYnpasninasa | [omituku B nporieci HeoOxinHe y3romkeHHs
MOMITUKAMHU | KibepOe3neku peadtizarii 3 HOPMaTUBHUMHU
(ID.GV) 3aJIOKyMEHTOBaHO BUMOTaMH
3axwuct (PR) KonTpons BrpoBamxeHo PeanizoBano | Bincyrns Garatodaxk-
JIOCTYITy iIeHTU(IKAIIIFO TOpHA aBTeHTU(IKAITISA
(PR.AC) KOPUCTYBadiB (2FA)
13 BUKOPUCTaHHSIM
aponiB
3axuct Hanamrosano PearnizoBano | PesepBHi kormii TecTy-
JTAaHUX pe3epBHE KOMio- IO0THCS IIOKBAPTAIBEHO
(PR.DS) BaHHS JTaHUX
BusiBnenns Mositopunr | BnpoBamxkeHo B nporieci [NorpiOHe BpOBaKEHHS
IHIUIEHTIB (DE.CM) 0a30BUI MOHITO- peasizarii AHAJIITUKU U1 BUSAB-
(DE) PHHT aKTHBHOCTI JIEHHS aHOMAaJIbHOI
KOPHCTYBaviB TTOBEIHKH
PearyBanns Komynikanii | Onucani cuenapii | Posnsia- BincyrtHi npakruuHi
(RS) (RS.CO) pearyBaHHS Ha €TBCS CHUMYJIALIT Ta TPEHY-
KiOCpIHIMICHTH BaHHS JUIS IEPCOHATY
Bignosnenns | IlmanyBanus | CtBopeHo 0azoBuii | B mporeci [Morpedye inTerpamii
(RC) BiJTHOBJICHHS | TUIaH BiJJHOBJICHHA | peastizarii 3 IJIJAaHAaMU pearyBaHHs
(RC.RP) TTiCIIS IHIMICHTIB YHIBEPCHUTETY
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Jnsa ouinku piBHs 3axucty LMS Moodle 8 OHMY 6yino mpoBeneHo aHaii3
norouHoro npodinto kidep3axucry, BukopuctoBytour meroponorito NIST Cybersecurity
Framework. Ile#i minxim mnepembadyae kiaacudikallifo 3aXomiB 3a II’ITbMa KJIacaMH:
Inenrudikanis (ID), 3axuct (PR), Busenenns (DE), PearyBanus (RS) ta BimHoenenHs
(RC). OcHoBHI pe3ynbraTd aHalizy NpeACTaBleHl B TaOmuii Huxkue. Kirodoi
Bpa3IMBOCTI BKIIOYAIOTh HEIOCTATHIM KOHTPONIb JOCTYNY, OOMEKEHHWH MOHITOPHHT,
3acrapiie mporpaMHe 3a0e3ledeHHss Ta HU3bKY OOI3HAHICTh KOPHUCTYBA4iB MO0
kiOepririenu. Lli HemOMIKKM MiABHIYIOTh PU3UK HECAHKI[IOHOBAHOIO JOCTYIy Ta BTPaTH
JIAHWX, 10 BUMArae HeraifHUX 3aX0/iB JUIA iX yCyHEHHS.

HinvoBuii npodine kidep3axmcry. llinmboBuit mnpodine kidep3axucry LMS
OHMY okpecnroe GaxkaHuil piBeHb iHpOpMAIiifHOT Oe3neKH, /0 SKOro Mae MParHyTH
YHIBEpCUTET JUTsl 3a0€3MeUeHHs HAIIIHOIO 3aXUCTy OCBITHBOI Iutatdopmu Moodle. ekt
npodiib GOpPMYETHCS HAa OCHOBI aHami3y (QAKTUYHOTO CTaHy KiOEp3axXxHCTy, a TaKoXK
BpaxoBy€e PEKOMEHJIAIIIT O/I0 YCYHEHHS BUSBICHUX YPa3IHBOCTEH.

LinboBwuii mpodis Mae Ha METi:

- IlimButieHHs 3araibHOTO PiBHS KiOEPCTIMKOCTI CHCTEMH;

- YcyHeHHs claOKHX Micllb, 3a()iKCOBaHUX y TIOTOYHOMY CTaHi;

- JIOCATHEHHS BiAIOBIIHOCTI YMHHOMY 3aKOHOJABCTBY Ta MDKHAPOIHHUM CTaH-
napram y cdepi iHQopmaiiiHoi 6e3reku.

VY Mexkax MiIbOBOro Npod o nmependadyeHo MOACPHI3aI0 0E3MEKOBUX 3aXO0/IIB Y
TaKUX KIIOUOBHX cepax:

InenTudikarist akTUBIB, KOPUCTYBaUIB 1 OB’ I3aHUX PHU3HKIB;

3axuct KoHQiIeHIiHHOCTI, MITICHOCTI Ta TOCTYMHOCTI iH(opMaIii;

BusiBrieHHsI mio3piiux Al Ta MOTEHIIIMHKUX 3arpo3;

OmnepatuBHE pearyBaHHs Ha KiOEpiHIIUICHTH;

[IBuke BimHOBIECHHS (HYHKIIIOHAIBHOCTI IMIC/IsI IHIIUCHTIB.

Ha ocnoBi anamizy Oyiao po3poOiieHO HiTbOBUH Mpo(inb KiOep3axucrTy, sSKUH
BH3Ha4Yae OakaHuil piBeHb Oesmeku LMS Moodle. Bin oxomitoe 1m’STh KIIHOYOBUX
HATPSMKIB MTOKpAIEHHS, KOXKEH 13 SKUX BKIIOYa€ KOHKPETHI 3aX0/M, TEPMIHH peaizaiii
Ta BiANOBigaIbHUX 0cCi0. OCHOBHI peKOMEHJAlii IPEACTaBlcHI B TaOMMII HHUXKYE.
Peanizaris nmx 3axomiB mnependadae 12-18 micsAliB 1 morpedye KOOpAMHAINT Mix
IT-imaimoM, aaMiHicTpalliel0 Ta 30BHINIHIMU ekcrepTaMu. KoxkeH 3axim CymnmpoBOI-
KYETBCSl IOKYMEHTAIBHAM O(QOPMIICHHSIM, TEXHIYHHM 3a0e3le4eHHsIM Ta, 32 MOTpeOH,
HaBYaHHSM IIEPCOHAITY.

IpakTHyHa 3HaYymIicTh. 3ampONOHOBAHI 3aXOAM MalTh BUCOKY MPAaKTHYHY
ninHicTh st OHMY. BnpoBaikeHHS HIIbOBOrO MPOQLII0 J03BOJNTS:
3axucTUTH KOH(DIICHITIHHI JaHl CTYIEHTIB 1 BUK/Ia1a4iB;
3HHM3HUTH PU3UK KibepaTak i HECAHKIIIOHOBAHOTO JIOCTYILY;
3a0e3eunTy BiANOBIAHICTh MIXKHAPOIHUM CTaHIapTaM KidepOe3meku;
[lixBummTH penyTaiito yHiBepcUTeTYy B cepi TUCTAHIIIITHOT OCBITH.
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Tabnuys 3
Tomounuii npoghine xibepzaxucmy LMS OHMY
Kaac 3axonie | Kareropis HinvoBuii | Onmc 3axonis Tepmin OuikyBanuii
TMOKA3HUK peaJtizanii pe3yJabrar
Inentudikanis | Ynpasniaus | Pozmmpenss | Perymsphe Ho3 OHoBIeHuH
pusukis (ID) AKTUBAMHU IHBEHTApU3a- | OHOBJICHHS MicsIIiB peectp
(ID.AM) 1T aKTHBIB CIIMCKY CepBe- aKTHBIB
piB, mporpam-
Horo 3a0e3e-
YEeHHS Ta
MEpEKEBOTO
o0JaIHaHHS
VYnpasninas | OHoBIeHi Pozpodka Ho 6 [onitukwu, 1m0
MOMITUKAMHU | ITONITHKH HOBUX TOJIITHK | MiCAIIB Bi/INIOB11AI0TH
(ID.GV) Kibepoes- i3 BpaxyBaH- MIKHApOJI-
TIeKH HSIM CTaHjap- HUM CTaHZap-
tiB ISO 27001 TaMm
3axuct (PR) Kontpons Brposamken | 3abesneuenns | Jo 4 3axuineHuit
JIOCTYITY Hs1 Gararo- JIONATKOBOTO MicsIIiB JIOCTYTI
(PR.AC) (axropHoi PIBHSI 3aXHCTY JI0 CUCTEMHU
aBTeHTU(i- | I BCIX KOpHUC-
kaii (2FA) | tyBauiB LMS
3axuct gaHux| AproMmaruuHe| PosmmpeHHs Jo 2 Hapniiine
(PR.DS) pe3epBHe CHCTEMH pe3ep- | MicsliB BiJTHOBJICHHS
KOIIIOBaHHS | BYBaHHS Ta JTAaHUX
3 HIOTH)KHE- | BIPOBAKEHHS
BUM TECTY- aBTOMATHYHHUX
BaHHIM TECTIB
BusiBnenns Mosuitopunr | Beranos- Broposamxenns | [o 5 BusiBnenns
IHIUIEHTIB (DE.CM) JIEHHS CUCTEMH LIS MicCALIB 3arpos
(DE) SIEM- aHaJIi3y JIOTiB y peaJbHOMY
CHCTEMH Ta BUSIBJICHHS yaci
aHOMaJTii
y peanbHOMY
qaci
PearyBanns Komynikanii | IIpoBenennst | MonentoBanus | Jlo 6 [Miaroros-
(RS) (RS.CO) TpEHYBaHb IHITUICHTIB MICSAIIIB JICHUH
Ha OCHOBI JUTS TIOKpa- TiepcoHan
KiOepiHIMae | IICHHS
HTIB TOTOBHOCTI
TIepCOHATTY
BigHoBIeHHS [TnanyBanus | OHoBnenHs | [Hterparris Jo 3 IIpanesnat-
(RC) BiJTHOBJICHHS | IUIaHY Bif- TUIaHY BiIHOB- | MicAIIB HUi 1a”H
(RC.RP) HOBJICHHA i3 | JieHHT LMS 3 BiIHOBJICHHS
BKJIIOYCHHSIM | YHIBEpCHTET-
30BHIIIHIX CHKUMH
TIapTHEPiB TUIaHAMH
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Lli pekoMmeHmailii MOXKyTh OYTH aJanTOBaHI JJIsA IHIIMX 3aKJIadiB OCBITH, SIKI
BUKOpHCTOBYI0TH LMS Moodle, mo pobuts keiic OHMY yHiBepcalbHUM MPHKIIAJIOM
JUTSL OCBITHBOT'O CEKTODY.

[Migpuienus kidepoesneku no3soauts OHMY posimmput Bukopuctanas LMS
JUIS MDKHAPOAHUX CTYIACHTIB, IO 3MIIHUTh HOTO MO3HUIi Ha NI00AIbHOMY OCBITHBOMY
pHHKY. [6; 7]

BucnoBku. Opranizanis kibepoesneku LMS Moodle B OHMY € komrmiieKcHUM
3aBJIaHHSM, 1[0 BUMAarae CUCTEMHOIO IiAX0ay. AHaIi3 IIOTOYHOr0 CTaHy IoKa3aB Mporpec
y 0a30BHX 3axo[ax B3axWCTy, ali¢ BUSBUB KPUTHYHI BPa3JIMBOCTI, SKi MOTPEOYIOTH
HeraifHoro ycyHeHHsi. Po3poOnenuit minmboBuii podip Kibep3axucTy MponoHye HiTKUH
IJIaH Oid, SKUE MOEJHYE TEXHIYHI, OpraHi3alliiiHi Ta OCBITHI 3axoau. Peasizallis mboro
IUTaHy HE IMIIe MiIBUIINTH Oe3neKy ocBiTHhoro cepemoBuima OHMY, ane i crane
MIPUKIIAI0OM JIJIs IHIIUX 3aKiIaliB OCBITH B YKpaiHi. [ToganbIim qocaiKeHHS MOXYTh OyTH
CHpSMOBaHI Ha OIIHKY €()DEKTHMBHOCTI BIPOBAKCHUX 3aXOIiB Ta aanTallilo 10 HOBUX
Kibep3arpos.
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